**Web Servers**

**Lateral movement with web servers**

With access tio a machine/network, you can change anything you want

So when it comes to compromised web apps, you can do a lot with this

* You could change index files to redirect users to wherever you want
* You could do credential logging and continue to redirect them to the right place so they are unaware
* You could do spearfishing
  + Many web apps work by whitelisting other apps or email clients or users so this could be used to your advantage
* Redirect users to another page that looks like an internal page asking for confidential credentials like passwords or SSH private keys etc